



	
	

	
	

	File:Achieving sink node anonymity in tactical wireless sensor networks using a reactive routing protocol (IA achievingsinknod1094555612).pdf

	
		From Wikimedia Commons, the free media repository

		


		

		
		

		Jump to navigation
		Jump to search
			File
	File history
	File usage on Commons
	Metadata

[image: File:Achieving sink node anonymity in tactical wireless sensor networks using a reactive routing protocol (IA achievingsinknod1094555612).pdf]Size of this JPG preview of this PDF file: 463 × 599 pixels. Other resolutions: 185 × 240 pixels | 371 × 480 pixels | 593 × 768 pixels | 1,275 × 1,650 pixels.


Go to page 1
2
3
4
5
6
7
8
9
10
11
12
13
14
15
16
17
18
19
20
21
22
23
24
25
26
27
28
29
30
31
32
33
34
35
36
37
38
39
40
41
42
43
44
45
46
47
48
49
50
51
52
53
54
55
56
57
58
59
60
61
62
63
64
65
66
67
68
69
70
71
72
73
74
75
76
77
78
79
80
81
82
83
84
85
86
87
88
89
90
91
92
93
94
95
96

 

[image: next page →]next page →
next page →

Original file (1,275 × 1,650 pixels, file size: 1.38 MB, MIME type: application/pdf, 96 pages)


File information
Structured data



Captions
Captions
EnglishAdd a one-line explanation of what this file represents


Summary[edit]



	Achieving sink node anonymity in tactical wireless sensor networks using a reactive routing protocol
  ([image: Wikidata search (Cirrus search)] [image: Wikidata query (SPARQL)]  [image: Create new Wikidata item based on this file])
	Author	

Haakensen, Thomas J.

	Title	

Achieving sink node anonymity in tactical wireless sensor networks using a reactive routing protocol

	Publisher	

Monterey, California: Naval Postgraduate School

	Description	
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